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PEER ON PEER ABUSE 

The last two years have changed the culture and 
the way children interact, with a huge increase of 
screen time to stay connected, whether that be for 
education or social reasons. Now, more than ever, 
we as parents and teachers need to know what 
children are doing online and continue to have 
open conversations and discussions around staying 
safe online. 
 

KEY FACT: 70% of 12-15-year olds now have a 
social media profile, with Snapchat being the most 
prominent platform in this age group (Ofcom) 
 
Children regularly use different websites and apps 
from their parents, and it can be hard to keep up in 
this ever-changing digital world. But the things 
that help keep children safe online are often 
similar to the things that keep them safe offline. A 
number of children are sharing images and videos 
of themselves online on social media platforms 
such TikTok, Snapchat and Whatsapp. Nationally 
we are aware that there is an increase in peer on 
peer abuse, where a child may ask another child 
for an indecent image or harass them online using 
inappropriate comments. We must work together 
to send a consistent message about online risk. 
You can get up-to-date information from the 
National Online Safety app (link below) where you 
also access a free online course for parents and 
carers. 
 
National Online Safety Mobile App 
 
 

 

TALKING TO YOUR DAUGHTER 

• Talk about what they think is normal online 
and what behaviour to expect from others and 
themselves. 

• Encourage them to think critically and question 
what they see online. Talk to them about 
where they go to get information they trust, 
talk about fake news, fake followers and 
scams. Help them develop a healthy suspicion 
of whether people are who they say they are.  

• Check the social media platforms they are 
using and the appropriate age restrictions  

• Share your knowledge and experience of 
relationships. For example, sometimes people 
seem nice at first and then they turn out to be 
not to be who you think they are. Let them 
know that you know this, they can talk to you 
about it. 

 

Key Questions 
 

• Do you allow your daughter to have online 

devices in her bedroom? 

• Do you know what your daughter is doing 

whilst using online devices? 

• Do you know what apps she uses regularly and 

with who she is in contact with? 

 

 

 

 

 

 

https://info.nationalonlinesafety.com/mobile-app


 

Updated Information on popular social media platforms 
 
 

 


